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Use cases

A) SRM and ESCPS on both end-sites.  Both “push” and “pull” modes are considered. Special cases that are slightly different from the main one:

B) Many source sites, one target site.  Disk caches on all sites.  “Pull” mode at target only.  SRM and ESCPS on all sites.

C) One source site, many target sites (LHC Case).  Disk caches on all sites.  “push” mode at target only.

Scenario for use case A (Pull case)

1)  Target SRM gets request (userID (credential, priority), files/directory, maxCompletionTime)

2)  T-SRM contact S-SRM (get volumeOfRestOfFiles, get S-maxBandwidth) -> sent, get response

4) T-SRM allocates space (for volume), finds it own T- maxBandwidth

5) desiredMaxBandwidth = min(T-maxBandwidth, S- maxBandwidth)

6) T-SRM calls local ESCPS for “reserve and commit (userID, DesiredBeginTime=now, volume, desiredMaxBandwidth, maxCompletionTime)

7) ESCPS checks validity of UserID, priority, and authorization, negotiates with WAN service provider.

8) ESCPS returns (a) (resrvationID, reservedBeginTime, reservedEndTime, reservedBandwidth), or (b) “user not allowed to have reservation”, or (c) “can’t do it by maxCompletionTime, but here is new (longer) completion time.

9)  T-SRM informs user

· case a) “here is your reservation”.  OK?  If yes, no actions; if no, issue cancel reservation to ESCPS

· case b) “not authorized to make reservation”, no further action

· case c) “can’t do it, do you wish to use extend maxCompletionTime?  If no, cancel;  if yes, accept.

Some Potential Tasks:

Management plane (Combination of TeraPaths and LambdaStation)

1) Monitoring 

1.1) Circuit health monitoring byTeraPaths and LambdaStation.

1.2) PerfSonar integration. 

2) Diagnosis

2.1) Dynamic bandwidth check by applications?

2.2) Query reservation status

3) Error handling (12, 6)

3.1) Dynamic failover to best effort network and reacquire network circuit for the remaining data transfer

3.2) Redundancy mode (acquire more than one circuits and failover to backup(s) instead of best effort)

3.3) Notify applications about unrecoverable failures.

4) Flexible authentication framework. design pluggable authentication to allow administrators to choose between Grid certificates and other alternatives, such as plain passwords.

